
Everly Counseling 

809 N. Bethlehem Pike, Building C, Suite G 19002 

Business Phone: 484-531-6681 

HIPAA NOTICE OF PRIVACY PRACTICES 

THIS NOTICE DESCRIBES HOW MEDICAL/MENTAL HEALTH INFORMATION ABOUT YOU 

MAY BE USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION. 

PLEASE REVIEW IT CAREFULLY. 

Effective date: June 22rd, 2023 

Uses and disclosures of your health information for the purposes of providing 

services. Providing treatment services, collecting payment and conducting healthcare 

operations are necessary activities for quality care. State and federal laws allows us to use 

and disclose your health information for these purposes. 

Everly Counseling values your privacy and is committed to maintaining the confidentiality of 

the clients we serve and the records we keep. This notice describes our policies related to 

how we may use and disclose your PHI in accordance with applicable law, including the 

Health Insurance Portability and Accountability Act (“HIPAA”), and regulations stated under 

HIPAA including the HIPAA Privacy and Security Rule. 

TREATMENT 

Your PHI may be used and disclosed by those who are involved in your care for the purpose 

of providing, coordinating, or managing your health care treatment and related services. 

This includes consultation with clinical supervisors or other treatment team members. 

PAYMENT 

We may use and disclose PHI so that we can receive payment for the treatment services 

provided to you, such as when generating an invoice, superbill, or claim. If it becomes 

necessary to use collection processes due to lack of payment for services, we will only 

disclose the minimum amount of PHI necessary for purposes of collection. 

HEALTHCARE OPERATIONS 

We may need to use information about you to review or support our treatment procedures 

and business activity. Information may be used for certification, compliance and licensing 

activities. For example, we may share your PHI with third parties that perform various 



business activities (e.g., billing or typing services) provided we have a written contract with 

the business that requires it to safeguard the privacy of your PHI. 

OTHER USES AND DISCLOSURE OF YOUR INFORMATION NOT REQUIRING YOUR CONSENT 

Following is a list of the categories of uses and disclosures permitted by HIPAA without an 

authorization. Applicable law and ethical standards permit us to disclose information about 

you without your authorization only in a limited number of situations. 

• Child Abuse or Neglect. We may disclose your PHI to a state or local agency that is 

authorized by law to receive reports of child abuse or neglect. 

• Judicial and Administrative Proceedings. We may disclose your PHI pursuant to a 

subpoena (with your written consent), court order, administrative order or similar process. 

• Emergencies. We may use or disclose your PHI in the event of an emergency situation in 

order to prevent serious harm. 

• Law Enforcement. We may disclose PHI to a law enforcement official as required by law, 

in compliance with a subpoena (with your written consent), court order, administrative order 

or similar document, for the purpose of identifying a suspect, material witness or missing 

person, in connection with the victim of a crime, in connection with a deceased person, in 

connection with the reporting of a crime in an emergency, or in connection with a crime on 

the premises. 

• National Security and Intelligence Activities. We may give your PHI to authorized federal 

officials for intelligence, counterintelligence, and other national security activities authorized 

by law. 

• Public Health. If required, we may use or disclose your PHI for mandatory public health 

activities to a public health authority authorized by law to collect or receive such 

information for the purpose of preventing or controlling disease, injury, or disability, or if 

directed by a public health authority, to a government agency that is collaborating with that 

public health authority. 

• Public Safety. We may disclose your PHI if necessary to prevent or lessen a serious and 

imminent threat to the health or safety of a person or the public. If information is disclosed 

to prevent or lessen a serious threat it will be disclosed to a person or persons reasonably 

able to prevent or lessen the threat, including the target of the threat. 

For more information, please 

see: www.hhs.gov/ocr/privacy/hipaa/understanding/consumers/noticepp.html 



 


